
ABOUT INSTITUTE OF CORPORATE 
DIRECTORS MALAYSIA (ICDM)

ICDM is a professional institution dedicated to 
enhancing the professionalism and effectiveness 
of corporate directors in Malaysia. As the 
one-stop centre that caters for all board and 
director needs, ICDM’s goal is to promote good 
governance amongst boards of companies by:

• Developing professional competence of directors

• Building a pipeline of capable directors

• Promoting research and development on the law and practice

of corporate governance

• Representing directors’ interests by lobbying and advocating

on issues affecting directors

• Providing a platform for networking and directorship

opportunities through membership
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Cyber Risk 
in the Boardroom 
Tuesday, 14 January 2020
ICDM Training Room, Level 9, Mercu 2, KL Eco City
9.00am - 5.30pm



LEARNING 
OUTCOMES

Recognise the 
importance of effective 
cyber risk management 
to corporate 
performance

Understand the 
oversight responsibilities 
of the Board in 
managing cyber risk

Develop an approach in 
managing cyber risk

Plan the direction in 
corporate responses 
to other business risks, 
such as liquidity or 
supply chain risk

Formulate specific 
questions to ask 
management in order 
to understand the 
organisation’s evolving 
cybersecurity stance

Identify processes to 
monitor performance 
and roles for corporate 
boards

ABOUT THE 
PROGRAMME

Boards must recognise that 
cyber security can no longer be 
confined within the domain of 
‘IT risk’ and is a major risk factor 
that requires focus, resources, 

leadership and governance. 

The Global Risks Report 2018 published by the 
World Economic Forum has once again listed 
cyber security as one of the top risks faced 
by businesses of today. In fact, cyber security 
is ranked 3rd in terms of overall likelihood of 
occurrence and hence, reaffirms the pressing and 
urgent need for boards to prioritise this issue. 

Unsurprisingly then, there are an increasing 
number of investors and regulators challenging 
directors to demonstrate interest, diligence and 
leadership in this area. Within the given context, this 
1-day programme is aimed at creating awareness 
and deepening the understanding of the various 
cyber security threats that may disrupt business 
operations as well as the necessary responses 
and initiatives to boost the overall cyber security. 
This is inclusive of the oversight, governance and 
management aspects that are underpinned by 
effective board leadership in this area. 



8.30am Registration

9.00am Introduction & Opening Remarks

9.15am
Module 1
The State of Cyber Threats

10.30am Networking Break

11.00am
Module 2
Attacker’s Approach & Implications

1.00pm Networking Lunch

2.00pm 
Module 3
Data Governance, Privacy and 
Protection 

3.30pm Networking Break

4.00pm 
Module 4
Being Resilient to Cyber Risk –  
An Enterprise Wide Responsibility

5.00pm Q&A session

5.30pm End of Programme

PROGRAMME CONTENT

This programme is divided into four modules as 
follows:

Module 1:
The State of Cyber Threats

A look into the escalation of cybercrimes, data 
breach statistics and how a digitalisation has 
changed the way businesses operate.

Module 2:
Attacker’s Approach & Implications

Understand the change in an attacker’s approach 
in today’s world via a case study - understanding 
the threat, experiencing a demonstration of an 
attack and a discussion of cyberattack impact 
factors.

Module 3: 
Data Governance, Privacy and Protection

A discussion on the Personal Data Protection 
Act (PDPA) and the General Data Protection 
Regulation (GDPR) and its impact in the many 
areas of an organisation - legal and compliance, 
technology, and from a data perspective.

Module 4: 
Being Resilient to Cyber Risk – 
An Enterprise Wide Responsibility

Find out the main principles of information 
security and the fundamental pillars in managing 
cyber risk - defining the value of security in an 
organisation’s strategy and the role of the Board in 
embedding cyber risk in the organisation.

The Organiser reserves the right to alter the 
content and timing of the programme as it deems 
fit and is not responsible for cancellations due to 
unforeseen circumstances.
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PROGRAMME
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“Cyber risk in the 
boardroom: Accelerating 
from acceptance to action.”



Megat is a Partner for Deloitte Risk Advisory with 
more than 15 years of experience advising on cyber 
security, enterprise risk management, project risk 
advisory and business continuity projects. He 
has vast experience in the Energy & Resources 
Sector, Financial Services Sector, Public Sector and 
Manufacturing industries. Megat holds a Bachelor 
of Commerce in Accounting from the University 
of Queensland.  He is also a Certified Professional 
for Governance, Risk & Compliance, and Business 
Continuity Management.

Siew Kei is a Director within the Risk Advisory 
practice and has more than 14 years of experience in 
risk and controls, serving mainly clients in industries 
such as in banking, insurance, government linked 
agencies, telecommunications, manufacturing 
and entertainment, covering both Malaysia and 
Cambodia. His key areas of expertise include cyber 
security and vulnerability assessment, e-banking 
security reviews, cyber security focused internal 
audits, and SWIFT security audit. Siew Kei holds 
a Bachelor of Commerce from the University 
of Queensland. He is recognised as a Certified 
Information Systems Security Professional, 
Certified Information Systems Auditor, and a 
Certified Practicing Accountant (CPA Australia).

MEGAT MOHAMMAD FAISAL
Executive Director, Risk Advisory, Deloitte

HO SIEW KEI
Executive Director, Risk Advisory, 
Cyber Security, Deloitte

FACILITATORS 



REGISTRATION FEE 

PRICE PER PAX (Please tick ( √ ) where applicable)

ICDM Member RM1,350 (This programme fee is exclusive of 6% SST)

Standard RM1,500 (This programme fee is exclusive of 6% SST)

Institute of Corporate Directors Malaysia (1239276-V)

Unit 9-01 & 9-02, Level 9, Mercu 2, No 3, Jalan Bangsar
KL Eco City, 59200 Kuala Lumpur, Malaysia

T: +603 2202 2022  F: +603 2202 2023  W: www.icdm.com.my

For “Pay Later” option, please email the payment advice to development@icdm.com.my once you have made the payment. 
For further inquiries, kindly contact Jonathan or Zefry at +603 2202 2022 ext 123 or ext 122 respectively.

Attendance Fees • Fees include programme materials and refreshments.

Payment • Registration(s) is confirmed only upon receiving full payment.
• Full payment must be made no later than 10 days prior to the programme date to:

Account Name Institute of Corporate Directors Malaysia (ICDM)

Bank Name Maybank Islamic Berhad

Account Number 564324609320

Cancellation Policy • Cancellation notice must be made in writing.
• The following cancellation charges apply:

• Less than ten (10) working days before the event:
50% of the programme fee will be charged.

• Less than five (5) working days before the event:
100% of the programme fee will be charged.

• Replacement of participant is acceptable to avoid incurring cancellation fees.
Notification and details of the replacement of participant shall be given to the
organiser no later than seven (7) days before the event.

Others When providing ICDM with any personal data, you shall comply at all times  
with the Personal Data Protection Act 2010 (PDPA) and shall not in any way cause 
ICDM to breach any of its obligations under the PDPA Act.

Upon submitting the registration, the participant and the sponsored organisation are 
deemed to have read and accepted the terms and conditions.

TERMS & CONDITIONS

REGISTRATION TERMS & CONDITIONS

PARTICIPANT
REGISTRATION FORM
ICDM | CYBER RISK IN THE BOARDROOM 
Tuesday, 14 January 2020 | ICDM Training Room, Level 9, Mercu 2, KL Eco City

REGISTER NOW

REGISTER NOW

Scan me to 
register online

https://app.evenesis.com/SITE/Event/Details/7baf3a4d-173c-4ae5-bd54-f1adc267c52d/e
https://portal.icdm.com.my/?utm_source=brch&utm_medium=pubpgm

